EBODY WORN
ERAS (BW(C)

rney General Law
Enforcement Directive No. 2015-1




Purpose

No. 2015-1 was issued to provide
ice departments on the use and

Directive is inte d to establish statewide
ards concerning BWC policy.

A. 52:17B-98 dictates that the Attorney

al is responsible for general oversight of
law enforcement, and for ensuring the uniform
and efficient enforcement of the criminal laws
and the administration of criminal justice.



rr’ Ing Principles

5f Directive 2015-1)



=5tabli 1g Uniform Statewide Standards
NTle .l mlttmg Departmental Policies to
Address Local Concerns

' _ it the discretion of individual

a

ision to activate BWC must be based on objective
a as listed in the Directive and the individual
tment’s policy.

ns for exercising discretion on BWC de-

ac lon must be documented.

Law enforcement agencies can adapt BWC policies to

address local concerns, as long as they are consistent
with AG Directive No. 2015-1.
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=Stablishing Uniform Statewide Standards
WhTiePermitting Departmental Policies to
Address Local Concerns (continued)

ed to help police departments balance
| ability and transparency with
deration for the acy interests of the public.

law enforcement agency will decide whether to

re BWCs, which officers will be equipped with them
1e circumstances under which they will be deployed,
stent with Directive 2015-1.

department will develop its own policy or SOP
‘ concerning BWC's.
8) Once an officer is equipped with a BWC, the Directive and

local SOP will provide guidance on how the device will be
used.




ins for Deploying BWCs

ide objective evidence of what
3 police-citizen encounter.

Cs discourage all parties from engaging
inappropriate conduct and from
roviding false information about an
counter.

3) BWC recordings capture accurate visual
depictions of evidence including where and
how evidence was found.



for Deploying BWCs
(continued)

ings capture the physical
uspects and victims.

C audio recordings document witness and

yect statements.

s are not intended to replace accurate,
professional police reports and officer
testimony. Rather, BWCs will serve to
supplement and corroborate these important
law enforcement tools.




Practical and Policy-Related
Differences Between BWCs and
Venicle-Mounted Video Cameras
partments have been utilizing

eras for years and have
place.

-
-]

-NOU

ablished policie

bugh experience with MVRs or “dash-
5" 1s useful, existing dash-cam policies

cannot simply be copied and applied to BWCs.
@ BWCs raise additional privacy issues that

dash-cam policies were not required to
address.




Definitions

Section 2 of Directive 2015-1)

era: device worn by a law enforcement

n audio/video recording of activities

any law enforcement action. The

h-cams,” recording devices worn
ions and devices used to

with Rule 3:17 (recording of stationhouse

ial interrogations).

uctive Authority: same definition as in the AG’s
orce Policy, except, for purposes of this
Directive, the term shall only apply to Constructive
Authority directed against: (1) any person who is subject
to an investigative detention or arrest, or (2) any person
involved in situations in which the officer has
un-holstered a firearm or a conducted energy device.



Definitions (continued)

finition as in the AG’s Use of Force
ition shall include physical,
d mechanical, and deadly force.

tigation of a Criminal Offense: any police activity
ing to the investigation of an indictable crime,
derly persons offense, or petty disorderly offense,
ing but not limited to responding to a report of a
possible criminal offense. The term includes
investigative detentions, arrests, interviews of potential
witnesses, and canvassing an area for potential
witnesses.




PolIceDepartment Policies

G!)‘/-‘!Illll'l eployment and

, RecoraThgs

(Section 3 of Directive 2015-1)




romulgation of Police Department
Jolicies and Procedures

orcement agency that already equips

s must develop and enforce a

) | with AG Directive No. 2015-1
September 26, 2015.

law enforcement agency that has not utilized
prior to the issuance of AG Directive No.
015-1 shall not deploy them until a policy is
issued that complies with the Directive.

= A BWC shall only be used for official police duties
and any BWC recording shall only be accessed for
an official purpose specified in the Directive.



icers Authorized to
Wear/Use BWCs

ent officer of the department shall
A s will be equipped with BWCs
hich types of assignments shall require use of

S.

iations involving a task force, team or unit
posed of officers from multiple agencies, the chiet
orcement officer of the agency overseeing the
task force, team or unit shall make the determination
concerning the deployment/use of BWCs. This shall
be the County Prosecutor in the case of a countywide
task force.



Officers Authorized to
Near/Use BWCs (continued)

wear BWCs unless

orized to do so and not until they have
jved training on the proper use of the

C, departmental policy and AG Directive
015-1.

Agencies may develop pilot programs to
determine under what circumstances/duty
assignments the deployment of BWCs would
be most useful.




DUty to Inspect and Report
Malfunctions

d with BWC is responsible for

alfunction that occurs during a shift
e reported by the officer to a supervisor
~as soon as it is safe and practicable to do so.



‘prohibits any

m of racially-
1ced policing. ‘

decision to activate or de-activate a BWC
ect to Directive No. 2005-1.



raining

eploy BWCs shall designate
fficers and shall establish
g program ure officers are

r with department policy and the

e Directive.




Notice hat BWCs Are

Jeployed/Activated

(Section 4 of Direh\/e 2015-1)




seneral Policy Considerations

oe of BWCs becomes universal,
she jven notice about the use of
Cs and about the rules surrounding

yyment of BWCs, as stated in AG Directive
015-1 & SOP established by the agency.

Publi notice will discourage the provoking of
~ officers and the filing of false complaints
~ against officers.



1 Public Notice

t acqulre BWCs shall post a

shall include a picture of a BWC and
vill be worn by oftficers.



Specific Notice to Certain
noividuals During an Encounter

VC activation is required:
ounter inside a civilian’s

idence o1 a person reasonably believed
be a crime victim, the officer shall verbally
fy the person that the BWC has been activated.

al notification is not necessary if it is unsafe or
feasible to do so, but the reasons for the failure
otify should be documented on the BWC
recording or in a report.

- @ Lack of verbal notification in these circumstances

shall not affect the admissibility of any statement
or evidence.



esponse to Specific
Inquiries

er truthfully when a civilian asks
ped with a BWC or if it is

otions are if the officer has been authorized by
y Prosecutor (or DCJ Director) to make a

t recording. Note that recordings made
during police undercover operations or

stationhouse custodial interrogations are not
~ covered by this Directive (No. 2015-1).



éction 5 of Directive 2015-1)



Used Only in Performance
of Official Duties

activated only while in
icial police duties.

5 shall not be activated for personal

yses, while on breaks, when engaged in

e union business, or during conversations
ing counseling, personnel evaluations, or
other similar supervisory interaction.



sircumstances When Activation by a
IMiormed Officer Generally is Required

ovision of AG Directive 2015-1 directs that a
uniformed officers equipped with

tivate their BWCs, as soon as it is safe
en involved in any of the following

°r initiates an investigative detention, including motor
le stops, criminal suspicion stops, and
cpoint/roadblock stops.

is responding to a call for service and is at or near
ation of the call.

3 Officer is conducting a motorist aid or community
caretaking check.



sircimstances When Activation by a Uniformed
Dihicer Generally is Required (continued)

lewing a witness in the course of
minal offense.

o ‘ustodial interrogation of a suspect,
he interrogation is otherwise being recorded
ding of stationhouse custodial interrogations per Rule

LU

1is making an arrest.

; conducting a protective frisk for weapons.

7)

Officer is conducting any kind of search, including a
- consensual search.



SIICUms ances When Activation by a Uniformed
Jificer Generally is Required (continued)

ged in a police response to any type of civil
nstances where the officer 1s engaged with
f civilians and the officer or another

sce e required to use constructive

or force.

er uses constructive authority or force, or reasonably
es it may be used, in any type of encounter not
rwise listed. In this situation the officer should

ulate the facts supporting the need for heightened

on the recording and/or in related police reports.

11y Officer is transporting an arrestee to a police station, county
- jail or other place of confinement, hospital, or any medical
care or mental health facility.



SIICUms ances When Activation by a Uniformed
Jificer Generally is Required (continued)

believes that any other officer on scene
1is engaged in any of the above listed

tive 2015-1 recognizes that MANY police-citizen

rs will involve more than one of the above listed
ances, any one of which requires the activation of a
addition, a police-citizen encounter that initially did
e BWC activation may change/escalate into a
situation requiring activation. Nothing in the Directive should
- be construed or applied in a manner that jeopardizes officer
safety by distracting the officer’s attention from an immediate
need to use constructive authority or force.




Authority to Specify Additional Police
ActiVities When Uniformed Officers Must
Activate BWCs

eate a policy with additional
'mstance 1ich an officer must activate
VC, in addition to those required in the
tive, as long as the policy is consistent

he AG Directive.

5 Any department policy must limit the

discretion of officers and must clearly establish

~the objective circumstances that require
activation.




sontinuous Recording Pending
sompletion of Encounter

s requiring activation, BWC should be
: off1cer before arr1va1 at the scene

1en required to be activated, a BWC must
ain activated throughout the entire
ounter/event and shall not be de-activated
, th)e event is concluded (unless an exception
olies

nen a BWC is activated for the transport of an
arrestee, it shall remain activated until the officer is
no lomgé1 er in the presence of the arrestee (arrestee is
secured in processmg room/holding cell or the
arrestee is transferred to other law enforcement or
medical personnel).



40\ ISIONS Governmg Use of

cy policy shall specify the circumstances
1 a plainclothes officer shall be required to
ate and de-activate the BWC. The policy
~ shall limit individual officer discretion and be

- consistent with Directive 2015-1.



a scene where an officer has
uested emergency assistance (officer in distress,
ts fired, etc.).

twithstanding any other provision, an officer
all not de-activate the BWC unless instructed to
do so by the prosecutor or designee supervising
the investigation of the deadly force incident. See

AG’s Supplemental Law Enforcement Directive
Amending Directive 2006-5, issued 7-28-15.




stendards Governing the De-
AChVATion of BWCs Upon the
Requestiofr a Civilian, When
Discussing.nvestigation
Strategy/Planning, or on

instruction of a Prosecutor

Section 6 of Directive 2015-1)



De-Activation at the Request of a
Civilian Providing
rmation/Cooperation

quest is granted.

uest for de-activation must be self-initiated
he civilian and not suggested by the officer.

= In makmg the decision, officer shall consider
- privacy/safety interests of citizen, location of
the encounter and the need for the information.



JE-Activation at the Request of a
IBYS0n Seeking Emergency Medical
Assistance

tivate a BWC when a person
medical services for

. another and requests
e BWC be de-activated. This provision
ot apply to arrestees.



edures for De-Activation
o0n a Civilian’s Request

activation before turning off the device.

Officer shall report the de-activation to a
upervisor as soon as possible .

4) Officer shall document the circumstances of the
de-activation in any incident report.



Decision to Decline a Civilian’s

cer shall immediately inform the civilian of
lecision to decline a de-activation request.

leading the civilian is prohibited unless
ert recording has been authorized by the
County Prosecutor, DCJ Director, or their
designees.



De-Activation During Criminal
nyvestigation Strategy/Planning
Discussions

icer’s agency policy provides
officer may de-activate a BWC
ile discussing criminal investigation
itegy and planning if:

e discussion is not in front of a civilian, or

e officer not actively collecting evidence.

e agency s policy may limit this

| authority.

'2) Officer shall narrate the circumstances of the
de-activation on the BWC recording.



ivation on Instruction
from Prosecutor

or shall narrate the circumstances of the
tivation by indicating the name of the
ecutor who authorized the de-activation.



REYActivation When Reason for
DESACTIvation No Longer Exists

BWC shall be re-activated
'~ es justifying de-activation
ger exist, and the officer would
wise be required to activate the BWC (the
is involved in investigative activities
oquire activation under AG Directive
‘see Section 5).







sircumstances When
WEFACtivation/Use is
Subject.to Special

sondition '7Restr|ct|ons

Section 7 of Directive 2015-1)



special Restrictions When Recording in
»CH00ls, Healthcare/Treatment Facilities,
and Places of Worship

icer is actively engaged in

riminal offense, is responding to
oelieves force or constructive
2d, an officer shall not activate
vate an activated BWC,

1tho — will be
3WC or shall de-a
e the officer is:

In a school or youth facility where minors would be in
iew of the B\ZC.

- In a healthcare facility, medical office, or substance abuse

treatment facility where patients would be in view of the
BWC.

c) Ina place of worship where worshipers would be in view
of the BWC.

2) Officer shall narrate the reason for de-activation.




special Restrictions When Recording in

time a BWC captures the image of a

in a substance abuse treatment facility,
ounty Prosecutor or DC]J Director or their

ignees must be notified.



special Restrictions When Undercover
Heers or Confidential Informants May Be
Recorded

I

10t activate or shall de-activate an
J the BWC would capture the
aoe of an und Dver officer or confidential

ormant or pose a safety risk to either person.

ptions: (1) If the danger posed to an officer
ive shooter, actual police use of force, officer in
listress, etc.) requires the BWC to be activated, in
such case the officer shall inform a supervisor that
the image of an undercover officer or confidential
informant was recorded, or (2) Whenever
activation is expressly authorized by a supervisor.




recautions When a BWC Recording
Vigyakeveal Tactical Operations Information

BWC worn during a tactical

lal Operations, SWAT,

‘ and /or Arrest Warrant,
records confidential or tactical

mation, the disclosure of which might
ardize future operations or officer safety,
ecording shall be “tagged” for special
leration in order to limit disclosure.




rized to use constructive force, or is

sly authorized by the judge.



wesActivation/Removal of BWC From
Alcohol Breath Testing Area

2] selected by a department
‘ s radio-f ency interference when

vated or in standby mode, the device shall be
tivated or removed (if necessary) while in the
vhere an electronic alcohol breath testing
e is being used.

Of s should narrate the reason for de-
activation/removal of the BWC prior to doing so
and then re-activate when safe and practicable
following the completion of breath testing.

[=]



1ons on Using BWCs With
ed Audio/Visual Capabilities

video capabilities that capture images or
versations beyond what the officer can see

without approval from the County
utor or designee, or the Director of the
Division of Criminal Justice or designee.



antion of BWC Recordings
(Section 8 of Directive 2015-1)

nent policies shall specify a retention
recordings. The period shall be no less
ne following additional retention

When a BWC recording pertains to a criminal investigation or
osecution, it shall be treated as evidence and kept in
cordance with the retention period for evidence in a criminal
osecution.

hen a BWC records an arrest that did not result in

osecution or records the use of police force, the recording

Il be kept until the expiration of the statute of limitations for
filing a civil complaint against the officer and/or agency.

3) When a BWC records an incident that is the subject of an
internal affairs complaint, the recording shall be kept pending
final resolution of the internal affairs investigation and any
resulting administrative action.



lards to Ensure
ire Storage and
cessibility of BWC
~ Recordings

| (Section 9 of Directive 201 5-1)



ures to Protect Integrity
0f BWC Recordings

ent that uses BWCs shall
em to ensure proper handling
BWC recordings.

system shall:

Ensure that all recordings are uploaded to a secure
data storage system in a timely fashion.

Prevent tampering with or deletion of recorded data.
revent unauthorized access to recordings.

Document all instances when recordings are accessed,
viewed, copied, disseminated, or deleted.

5) Permit auditing of all instances where BWC
recordings are accessed, viewed, copied, or deleted.




Ca"-' ity to Locate Specific BWC
Recordings

ment that deploys BWCs shall
hat permits the agency to

estigation or criminal charge.
y department that deploys BWCs shall

e reports should indicate whether the
described incident was recorded by a BWC
and, if so, should indicate the corresponding
BWC control ledger/log number in the report.



| to Identify ("Tag”) Recordings
Raise Special Privacy or Safety Issues

artment that uses BWCs shall implement
”tags any recording that:

image of a crime victim.

oe of a child.

- Was made in a re ntial location, school or youth facility,
healthcare facility or medical office, or substance abuse or
mental health treatment facility, or place of worship.

Captures a conversation with a person whose request to de-
activate the BWC was declined.

Captures an event where confidential law enforcement
tactical information may have been recorded.

_aptures the image of an undercover officer or confidential
informant.

7) Captures the screen of a police computer monitor that is
displaying confidential information.




Approval for Access to “Tagged”
BWC Recordings

ecordings shall not be accessed,
disseminated, or otherwise used
out permissic 1e County Prosecutor or
ignee, or the Director of the Division of Criminal
e or designee. -

cutor or DCJ Director may authorize Police Chief
One or more superior officers/duty positions in
department to grant permission, limited to the
situations described in Section 10.1 of AG Directive
2015-1, for others to access, view, copy, or disseminate
“tagged” BWC recordings. This authority shall be
subject to the restrictions outlined in Section 9.4 of the
same Directive.




sompliance with Discovery Obligations
1elating to BWC Recordings That Might
XPosEN0fficers or Other Persons to Danger

a BWC recording as part of the
discovery obligation in a prosecution
present a danger to an officer or civilian or
reveal confidential tactical information,
ounty Prosecutor or designee, or Director
e Division of Criminal Justice or designee,
Il take appropriate steps to prevent the
disclosure of the recording. The steps may
involve seeking a protective order from the

court.




Restrictions on Access

1o, Use, and
Dissemination of BWC

—

- Recordings

_ Section 10 of Directive 2015-1)



When relevar _
or prosecution, an internal affairs investigation, or a

- management review process to identify possible police
‘misconduct.

0 assist the officer whose BWC made the recording in

preparing his or her report, unless a use-of-force investigation

is being conducted in which case an officer who is a principal

or witness must get permission from the prosecutor

pverseeing that investigation (See AG’s Supplemental Law
Enforcement Directive Amending Directive 2006-5, issued 7-
28-15).

3) When relevant to a supervisor’s reviews of an officer’s actions.

4) To show to a civilian who intends to file a complaint against an
officer, in order to demonstrate to the civilian what actually
occurred during the encounter.



vecified Authorized Purposes for
S ng/Usmg Stored BWC Recordings
(continued)

1 the State’s discovery obligation in prosecutions
al obligations.

_ W the o {0 a civilian, a non-law enforcement

tity, or the publi n the County Prosecutor or designee or
e DC]J Director or designee determines that the

erson’s/ entity’s/public’s need for access outweighs the law
orcement interest in maintaining confidentiality.

training purposes, after the recording has been edited so that
e identity of individuals depicted cannot be determined.

conduct an audit to ensure compliance with State and
department policy.

9) To enhance officer and public safety by providing intelligence in
preparation for a raid/ warrant execution, when approved by
County Prosecutor, DCJ Director or designees.

10) Other purposes when approved by County Prosecutor, DCJ
Director or designees.




enforcement principal/ witness to be given
s to or view a BWC recording of the

lent under investigation, including the on-
vestigation of the incident. See AG’s

Supplemental Law Enforcement Directive
Amending Directive 2006-5, issued 7-28-15.



Jocumenting Access to Stored
3WC Recordings

ent that deploys BWCs
a record of all access to
red BW dings, which shall
ment the following information:

Date and time of access.

N
>
ara

Specific recording(s) that was/were accessed.
Dfficer or employee who accessed the recording.
4) Person who approved access.

5) Reason(s) for access.



JOblic DL Iosure of BWC

Section 11 of Directive 2015-1)



Request

ovide notice within one

order, or OPRA /common law request for
C recording. The notice shall be made

e complying with the order/request and
specify the deadline for a response to the
~ order/request.



Jisclosure of BWC Recordings
JBrTaining to Criminal Investigations

o of an event that involves an
iminal offense shall only be
cement agency or officer,

U
red with a lav
S.
isclosure is required by the rules of discovery in a
0secution.
court order is issued.

e need for public access outweighs the law
enforcement interest in maintaining confidentiality.
This decision is to be made by the law enforcement
agency, in consultation with the County Prosecutor,
the DC]J Director or their designees.



Authority of County
rosecutor to Impose

Additional Requirements
Sectionil 2 of Directive 2015-1)

directive No. 2015-1 does not limit the

y Prosecutor’s authority to issue

nal guidelines related to use of BWC
ings, so long as they do not conflict with
e Directive.

s



Practices
1 |13 of Directive 2015-1)

sory Group will review implementation of
Jirective and advise the AG on the need
Or any revisions.



Violations
Section 14 of Directive 2015-1)




nftorceability by Third
Parties

ements within the Directive do not
le any promises or rights that may be
ed by any other persons or entities.
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0 AG Directive No. 2015-1:

..]nk !‘J AG's Use of Force Policy:
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http://nj.gov/oag/newsreleases15/AG-Directive_Body-Cams.pdf
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http://nj.gov/oag/newsreleases15/AG-Directive_Body-Cams.pdf
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